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OmniVista 2500 NMS Enterprise 4.2.1.R01 Installation Guide

This document details the OmniVista 2500 NMS Enterprise 4.2.1.R01 (OV 2500 NMS-E
4.2.1.R01) installation/upgrade process. For information on getting started with OmniVista 2500
NMS after installation (e.g., using the Web GUI, discovering network devices) see the Getting
Started Guide in the OmniVista 2500 NMS on-line help (accessed from Help link at the top of
the main OmniVista 2500 NMS Screen).

Specific platform support and recommended system configuration information are available in
the OmniVista 2500 NMS-E 4.2.1.R01 Release Notes.

Important Note: This document details installing OV 2500 NMS-E 4.2.1.R01 as well as
upgrading from a previous version of OmniVista 2500 NMS. If you are upgrading from a
previous version, there are upgrade tasks that must be performed before installing
the new version of OmniVista. If you are upgrading, go to the upgrade section.

OV 2500 NMS-E 4.2.1.R01 is installed as a Virtual Appliance, and can be deployed on the
following hypervisors: VMware ESXi, VirtualBox, Hyper-V:

¢ VMware ESXi: 5.5 and 6.0

e VirtualBox: 5.0.10

e MS Hyper-V: 2012 R2.

The sections below detail each of the steps required to deploy OV 2500 NMS-E 4.2.1.R01 as
Virtual Appliance on VMware, VirtualBox, and Hyper-V.

Deploying the Virtual Appliance in VMware ESXi

Note that in the instructions below, vCenter is used for demonstration purposes.
1. Download and unzip the OVF package.

2. Log into vCenter and open the vSphere client.

3. Select the Host on which you want to install OV 2500 NMS-E 4.2.1.R01, click on File -
Deploy OVF Template. The Deploy OVF Template Wizard appears.
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@ Deploy OVF Template EI@

Source
Select the source location,

Deploy from a file or URL

| j Browse...

Enter a URL to download and install the OVF package from the Internet, or
specify a location accessible from your computer, such as a local hard drive, a
network share, or a CD/DVD drive.

Help | < Back | Next = I Cancel |

4

4. Click on the Browse button and locate the OV 2500 NMS-E 4.2.1.R01 Application file in the
unzipped OVF folder (e.g., ovhmse-4.2.1.R01-65.0.0vf).

5. Select the file and click Open (or double click on the file). The file will appear in the “Deploy
from a file or URL” field. Click Next. The OVF Template Details Screen appears.

2 Part No. 060444-10, Rev. B
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OVF Template Details
Werify OVF template detals.

OVF Template Details

Product: ta 2500 N
Version: 4,2, LRO1-36.0
Viendor; Lucent Enferprise
Dowmioad sire: Unknown
Size on disk: Unknown (thin provisioned)
306.0 GB (thick provisioned)
Description: Aleatel Lucent Enterprise OmniVista 2500 NMS-E

e |

6. Review the OVF details and click Next. The End User License Agreement Screen appears.

@ Deploy OVF Template

End User License Agreement

Source
Template Details
End User License Agreems
Name and Location
Storage
Disk Format
Metwork Mapping
Ready to Complete

Accept the end user license agreements,

F=3 E=H )

ALE USA INC. -
SOFTWARE LICENSE AGREEMENT

m

IMPORTANT

Please read the terms and conditions of this license agreement carefully before instaling or
downloading this software. The installation and use of the software is subject to these terms and
conditions {Agreement).

In this Agreement:

"Licensee™ or You, Your and Yourself, means: the legal person or entity that by its authorized
agents or representatives installs andjor uses, the Software.

"Software” (as defined in Section 1 below) for its own use and not for resale or distribution.

"Licensor™ means ALE USA Inc. or one of its Affilated Companies or authorized distributars
entitled to distribute the Software.

"Affiliated Companies™ means any entity Controlling, Controlled by or under commen Contral,
directly or indirectly, with ALE USA, Inc., "Control™ means the ability to determine the
management policies of a company or other entity through ownership of a majority of shares, by
control of the board of management, by agreement or otherwise

Provided that You accept the terms and conditions of this Software License Agreement (the
"Agreement”) in accordance with the following paragraph and pay all applicable "License Fees™,
the Software shall be licensed subject to, and the use of the Software shall be governed by, this
Agreement, except to the extent that a separate valid license agreement has been previously
entered into between Licensee and Licensor that sets forth the terms and conditions for the use

Help |

< Badk MNext = Cancel

4
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7. Review the License Agreement, click Accept, then click Next. The Name and Location

Screen appears.

@ Deploy OVF Template

Name and Location

Specify a name and location for the deployed template

Source

OVF Template Details

End User License Agreement
Name and Location
Storage

Disk Format

Network Mapping

Ready to Complete

[E=% BCH FX5)

MName:

Omnivista 2500 NMS-E|

The name can contain up to 80 characters and it must be unigue within the inventory falder.

Inventory Location:
[Eq |NMS vCenter

Help |

<Back | Next = I Cancel |

4

8. Specify a Name and Inventory Location for the deployed template, then click Next.

9. If you have configured a Resource Pool, the Resource Pool Screen (below) appears. Select

the host server and click Next.

(& Deploy OVF Template =ANEN X
Resource Pool
Select a resource pool.
Source Select the resource poal within which you wish to deploy this template. I

OVF Template Details

End User License Agreement
Name and Location
Resource Pool

Disk Format

Network Mapping

Ready to Complete

Resource pools allow hierarchical management of computing resources within a host or duster. Virtual
machines and child pools share the resources of their parent pool.

Bl [@ 135.254.163.245

© [Poul]
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If a host server only has storage configured, the Disk Format Screen will appear.

If you have multiple storage locations configured, the Storage Screen (below) appears. Select
the destination storage where the template is to be deployed, then click Next. The Disk Format

Screen appears.

(5 Deplay OVF Templat= = ECE
Storage
Where do you want to store the virtual machine files?
Source Select a destination storage for the virtual machine files:
OVF Template Detzils
End User License Agreement VM Storage Profike: J &
Name and Location Name Drive Type Capacity | Provisioned Free | Type Thin Pr
g_t‘:r:ge . B datestorel Non-5D 131.75 GB 4.23 GB 127.46 GB VMFS5 Suppol
isk Formal = -
ov-nfs to.  Unknown 91106 GB 179.94 GB  FILIZGE NFS Suppo.
Network Mapping t_i meE - - - - N
Ready to Complete H ov-gnap-datas.. Unknown 716 TB 3.87TB 5.97 TB NFS Suppol
b 1 2
-
Mame Drive Type Capacity | Provisioned Free | Type Thin Pro
] 1 2
Help | < Back | Next = I Cancel
Y
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{57 Deploy OVF Template
Disk Format

Dk Farmat

In which format do you want o store the virtual disis?

-
Datastore: [e—

Ayslabie space (GE): [ =25

™ Tk Prowvimen Lary Jeroed
T Thick Prowvisson Eager Teroed

% Thin Prorision

—r

bk I

<ot |

mestz | [ conee I

10. Select Thin Provision, then click Next. The Network Mapping Screen appears.

@ Deploy OVF Template

Network Mapping

Source

OQVF Template Details

End User License Agreement
Name and Location

Storage

Disk Format

Network Mapping

Ready to Complete

What networks should the deployed template use?

Map the networks used in this OVF template to networks in your inventary

E=N EoR Fx=)

Source Networks DestinationNetworks

Netwaork 1 WM 225 Network

4| 1

Description:

Network 1

Help |

<Back | Next = I

Cancel |

Y

11. Select network that the deployed OVF template will use, then click Next. The Ready to

Complete Screen appears.
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Ready to Complete
Arg these the opbions: you want to use?

. ‘e you dhck Finesh, the degloyment tak wil be started,
L=~ -l Deployment settings:

OWF file: EXVAN-Onsita20 160V _Switchboil de\OWVNME-E_4.2.1 Bul.
Download sipe Unicnoen
e - Size ondisk: Uningwn
Frrerrpr e A Nama: Oresnivigta 2500 NMS-E
HosiCluster icaliost
Datastons: diatastorsl
Disk provigaomng: ThinProvigion
Network Mapping: AT b0 "M Metwork™

[T Power on after deploysernt

12. Review the configuration and click Finish. (You can select the “Power on after deployment”
option to automatically power on the VA when deployment is complete.) A status window
appears and displays the progress of the deployment. If you select the “Close this dialog when
completed” option, the progress window will automatically close when the deployment is
complete. If not, click Close at the completion of the deployment to close the window.

Deploying Omnivista 2500 NMS-E

Deploying disk 1of 2 from
E:\AN-Onsite 20 16OV _Switchbuilds YOVNMS-£_4. 2. 1_Build36_ovflovnm
se-4, 2, 1.R01-36.0-disk 1. vmdk

3

¥ Close this dialog when completed Cancel

13. If the new Virtual Appliance was not powered on via the deployment wizard, power on the
VM now. Right-click on the VM in the Navigation Tree and select Power - Power On.

Once the Virtual Appliance is powered on, go to Completing the OmniVista 2500 NMS-E
4.2.1.R01 Installation to complete the installation.

Deploying the Virtual Appliance in VirtualBox

Note that in the instructions below, VirtualBox 5.0.10 in Windows 7 is used for demonstration
purposes.

1. Download and unzip the OVF package.
2. Log into Windows 7 and open the Oracle VM VirtualBox tool.
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File Machine Help

o v =

MNew Settings Discard Show

ovnmse_b33_fresh {ov_fresh_b3z) = MEEEEEERE
I S T

(@) Powered Off

[CFey ovnmse_fresh_b37
> B _|
. (@) Powered Off

{3 Details | [ Snapshots |

'4 Current State

3. Click File > Import Appliance.

4. Click browse icon then select the folder which you extracted at step 1 above, then click

Next.

ﬁ' Orac] VirtualBox Manage

. Machine Help

4‘} Preferences...

Import Appliance...

]

Export Appliance...

Virtual Media Manager...
Metwork Operations Manager...
Check for Updates...

Reset All Warnings

4 P@awE

Exit

Ctl+G
Goume (Eemaee)

Ctrl+I
Ctrl+E

0 &G (P
Ctrl«D

& Current State
Ctrl+Q

Part No. 060444-10, Rev. B
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Help

G U ==

New  Setings Discard U Import Virtual Appliance

s (oot

‘-‘ ovnmse_b33_{
I (@) Powered Off]

Appliance to import

(OVF). To continue, sslect the file to import below.

)

. {gn;:.ﬁ?:;eos; VirtualBox currently supports importing applances saved in the Open Virtualzation Farmat
—

E"

) I VER4.2.1- 201610V bulds\OVNMS£_4.2,1_Build38_ovflovnmse-4,2, LA01-38.0.0vf] [

[Expertmoge | [ et | [ cancal |

5. Review the configuration and click Import.

Help

G 8 < & i

New Seftings Discard @ Import Virtual Appliance

btz (T Saparos

L ovnmse_b33_f

3
(&8 @Poweredof||  Appliance settings

= |

t %";:.ir‘:;eos; These are the virtual machines contained in the aopliance and the suggested settings of the
imported VirtuglBox machines. You can change many of the properties shown by double-

dicking on the items and disable others using the chedk boxes below,

Description Configuration Il
Virtual System 1 3
Q Mame ovnmse [
& Product-URL http://enterprise.alcatel-lucent.com/?product...
Q Wendor Alcatel-Lucent Enterprise
& Vendor-URL http://enterprise.alcatel-lucent.com
G Version 42,1 R01-38.0

| Reinitialize the MAC address of all network cards

Restore Defauits| [ tmport | [ cancel |

6. The Software License Agreement window displays, click on Agree.
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Help

i:} {E} | o L® 2g—ails (@) Snapshots

Mew  Settings Discard @ Import Virtual Appliance

g ovnmse_b33 g 3¢ Software License Agreement li‘é
I @ Povwered Off| App'lE
The virtual system "ovnmse" requires that you agree to
. lgn;nws:r:;eos# Thesed | the terms and conditions of the software license nas of the
importe| | agreement shown below. Duble-
dicking | |

se_b38, i Click Agree to continue or dick Disagree to cancel the import,
Descrig}

»

ALE USA INC. - 1]

Virtual SOFTWARE LICEMSE AGREEMENT [

1w

8l meORTANT

Q Please read the terms and conditions of this lcense
agreement carefully before instaling or downloading this

@ software, The installation and use of the software is subject duct..,

Q to these terms and conditions (Agreement).

=

=

In this Agreement:
“Licengae" or You, Your and Yourself, means: the legal

person or entity that by its authorized agents or
representatives installs andfor uses, the Software. - 1

o= ) (e ) (o ) [Come )

RESIONE DETE0S TP C Cancel

|_.
7
=5

7. A status window appears and displays the progress of the deployment.
P| R

@ Import Yirtual Appliance

Appliance settings

These are the virtual machines contained in the appliance and the suogested settings of the
imparted VirtuaBox machines. You can change many of the properties shown by double-
dicking on the items and disable others using the chedk boxes below.

| 3¢ Importing Appliance ..: Importing appliance 'DACV-E R4.2 .1 - 2016\0V b... ﬁ

Importing virtual dsk image ‘avamse-4, 2, 1.0 1-38.0-dsk L.vmdk ... (2/3)

[ |2 X

3 minutes remaining

& Vendor-URL http:/fenterprise.alcatel-lucent.com
@ Version 4.21.R01-38.0 -

| Reinitialize the MAC address of all network cards

Restore Defaults|  tmport

8. After the process is completed, right-click on the VM in the Navigation Panel and select Start
- Normal Start.
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Machine Help

o v .

Settings Discard Start

ovnmse_b33_fresh {(ov_fresh_b33) (@)

(@) Powered off

=

T

D pets apshots

ovnmse_fresh_b37
(@) Powered O

ovnmse_b38_fresh

& Running

- el
I @ Z)  Settings...

G Clone...

23 Remave...

&8 Group
Gp Start

Wl Pause

Reset
¢ Close

Discard Saved State...
&8 Show Leg..

Refresh

Show in Explorer

Start selected vi {dl  Create Shortcut on Desktop
| ——

9. Configure the Network Adapter. Right-click on the VA and select Settings.

~(@) Current State

Ctrl+5
Ctrl+0
Ctrl+R
Ctrl+U

4 @ Mormal Start

Ctrl+P
Ctrl+T

¥

Ctrl=)

Cirl+L

‘3 Headless Start
%  Detachable Start

L

-
!!j Oracle VM VirtualBox Manager

File

(b

New

Machine Help
{:E} b 3 -
Settings Discard Start

B
-

[E<Toml

ovnms G Clone...

-
&4 & Ru %2 Remove...

ﬂ Group
% Start

Pause
Reset

% Close

Discard Saved State...
Show Log...
Refresh

[ show in Explorer
E p
7

Create Shortcut on Desktop

2% sort

Display the virtual machine settings window

SERE
=l General @, Preview -
Ctrles ovnmse-b&3
Ctrl+Q  [tem: RedHat (54-bit)
Ctrl+R
sl ls3s4mp ovnmse-b63
3 Floppy, Optical, Hard Disk
WT-x/AMD-Y, Mested
Ctrl+P Paging, PAE/MX, KVM |
Chrl+T Paravirtualization 3
Ctrl+) 12 MB
op Server: Disabled
Ctrl+L Disabled
|
Controller |
Waster: ovnmse-4, 2, 1.R01-63.0-disk 1.vmdk (Mormal, 50.00 GB)
lave: ovnmse-4. 2. 1.R01-63.0-disk2.vmdk (Normal, 256.00 GB)
Disabled
@ Network
Adapter 1:  Intel PRO/1000 MT Server (Bridged Adapter, Realtek PCle GBE Family Controller #2) | -
= 4

10. Select Network, then select the Network Adaptor that you created when you configured

VirtualBox.

11
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3

m

¥# Oracle VM VirtualBox Manager - -
F achine Help
z::} {73 ovnmse-b63 - Settings M
flew i @ General ‘ Network ‘
Eﬁ!:‘
I System Adapter 1 | Adapter 2 I Adapter 3 I Adapter 4
Eﬁ:;‘ Display Enable Network Adapter
I | |
=) Attached to: |Bridged Adapter
Storage Not attached
i}i Name: |yar Controller #2 hd
Audio "
[» Advanced I:MT.N?t"‘\?Ek
@ Network Internal Network:
Host-only Adapter
. Generic Driver |
@ Serial Ports
£ uss
|j Shared Folders
E’ User Interface
[ 0K ] [ Cancel ] [ Help ] =
(. — |.
| Disabled
[l | @ Network
| Adapter 1: Intel PRO/1000 MT Server (Bridged Adapter, Realtek PCIe GBE Family Controller #2) | ~

d

Once the Virtual Appliance is powered on, go to Completing the OmniVista 2500 NMS-E

4.2.1.R01 Installation to complete the installation.

Deploying the Virtual Appliance in Hyper-V

Note that in the instructions below, Hyper-V in Windows 2012 is used for demonstration

purposes.
1. Download and unzip the OVF Hyper-V package.
2. Log into Windows 2012 and open the Hyper-V tool.

L] 10.135.91.35 - Remote Desktop Connection

= Server Manager

Server Manager * Dashboard

> {.’::)l FA Manage  Tools

88 Dashboard 'WELCOME TO SERVER MANAGER

Component Services
Computer Management

Connection Manager Administration Kit

0 Local Server

ii All Servers

o Configure this local server

iﬁ File and Storage Services P

BB Hyper-v QUICK START
fo is 2 Add roles and features
1 Remote A
£ RS 3 Add other servers to manage
@ Remote Desktop Services P
WHAT'S NEW o
4 Create a server group
5 Connect this server to cloud services
LEARN MORE

Defragment and Optimize Drives
Embedded Lockdown Manager
Event Viewer

Group Policy Management
Hyper-V Manager

Internet Information Services (1IS) Manager
iSCS! Initiator

Local Security Palicy

Microsoft Azure Services
Netwark Policy Server

ODEC Data Sources (32-bit)
ODEC Data Sources (64-bit)

Performance Monitor

3. Select the Host on which you want to install OmniVista 2500 NMS, click on Actions > Import

Virtual Machine.

12
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|File Action  View Help I

«=| zn[E HE

25 Hyper-V Manager

Ha WIN-LGUITNVIIGL Virtual Machines

Mame
omnivistacapexh 34
a Windows 7

State CPU Usage Assigned Memory Uptime
Running %

16384 MB
Running 0% 5000 MB 17:34:38

Status

[ﬁ‘, Import Virtual Mac... |
Hyper-V Settings...
1 virtual Switch Man...
) Virtual SAN Manag...

<l

) Edit Disk...

Checkpoints

L Inspect Disk...
(®) Stop Service

The selected vitual machine has no checkpairts

4. The Import Virtual Machine Wizard appears.

Locate Folder

Select Virtual Machine
Chooze Import Type

Summary

Before You Begin

This wizard helps you import a virtual machine from a set of configuration files. It guides you through
resolving configuration problems to prepare the virtual machine for use on this computer.

[] Do not show this page again

7< Remove Server
U Refresh

View 3

Help

| < Previous | | Mext > | |

Finish | | Cancel |

5. Click Next to go to the Locate Folder Screen, select the Folder that you extracted in Step 1,

then click Next.

13
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Locate Folder

Before You Begin Spedfy the folder containing the virtual machine to import.
Locate Folder

Folder: | \OVBLilds \OVMMS .2.1 Build38 erv erviVirtual Machines

Select Virtual Machine
Choose Import Type

Summary

[Sreios | [nexts ][ roon | o]

6. Select the Virtual Machine to import (Default = OmniVista-2500 NMS-E-4.2.1.R01), then
click Next.

Select virtual Machine

Befaore You Begin Select the virtual maching to import:

Lacate Folder Date Created
Select virtual Machine om 3-2500 NMS-E-4.2.1-R0 4612016
Choose Import Type

Surnmary

| < Previous | | Mexk = | | Finish | | Cancel |

7. Select the default Import Type: Copy the virtual machine (create a new unique ID), then
click Next.

14 Part No. 060444-10, Rev. B
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3a Hyper-V Manager [=[B]
File Action View Help
&= 2[m 8
33 Hyper-V Manager = ) 7 Actions
= Ha WIN-LGUITNVIIGL vzl Import Virtual Machine .
WIN-LGUITNVIIGL =
Nl = New
g Choose Import Type Les  Import Virtual Mac...
2 Hyper-V Settings...
Before You Begin Choose the type of import to perform: F1 virtual Switch Man...
Locate Folder ) Register the virtual machine in-place (use the existing unique ID) Virtual SAN Manag...

Select Virtual Machine Restore the virtual machine {use the existing unigue ID)

>
Choose Import Type | ®) Copy the virtual machine {create a new unique ID)

Summary @

e
74 Edit Disk...
lgl Inspect Disk...

(m) Stop Service

75 Remove Server
T4 Refresh

E Help

AranivictasanavkId 4

8. Specify folders to store the Virtual Machine files (or accept the default folders), then click

Next.

Import Yirtual Machine

Choose Folders for Virtual Machine Files

Before You Begin ¥ou can specify new or existing folders ko store the virkual machine files, Otherwise, the wizard

Locate Folder

Select Yirtual Machine

imports the files to default Hyper-¥ Folders on this computer, or to folders specified in the virtual
rachine configuration.

[] stare the virtual machine in a different location

Choose Import Type

C:\ProgramDataiMicrosoftiWindows\Hyper-y

hoose Storage Folders

Surnrnaryy

C:\ProgramDataiMicrosof E iindows |\ Hyper-yl,

CiiProgramDataiMicrosofEwWindows |\ Hyper-y,

[z ] [t ]

9. Choose folders to store the Virtual Hard Disks or accept the default location and click Next.
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Import Yirtual Machine -

ﬁ Choose Folders to Store Virtual Hard Disks

Before You Begin Where do wou want to skore the imported wvirtual hard disks For this wirtual machine?
Locate Falder

Rl 1 LsersiPubliciDocumentsiHyper-Yivirkual Hard Disks! || Browse...

Select Yirkual Machine
Choose Import Type

Choose Destination

rage Folders

Surnrary

| < Previous | | Next = |

10. Review the import configuration and click Finish. (Click Previous to return to a screen and
make changes.)

11. Configure the Network Adapter. Right-click on the VA and select Settings.

Virtual Machines

-

Marne State CPU Usage Assigned Mermory Uptirne Status

= Win? - An 91.38-performance-0%41 2R03 O

D0 C A LED e

Connect...

Funning 0% 16354 MB 46.07.32:34

Settings...

Start

Checkpoint

Mawve...

Export..,

Rename...

Delete..,

Enable Replication..,

Help
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12. Select Network Adapter, then select the Virtual Switch that you created when you
configured Hyper-V.

= Settings for OmniVista 421R01EA-b50-An on WIN-LGUITNVAJGL =1= - F
|OmniVista ANRMEA-bS0-An v| 4 b |Q
# Hardware ~ U Metwork Adapter
) "; Add Hardware
W BIOS Specify the configuration of the network adapter or remove the network adapter,
ook from CD Virtual switch:
[ Femory |Broadc0m Metxtreme Gigabit Ethernet #2 - Virtual Switch W
16354 MB Mok connecked
+ [ Processor Broadcom Metktreme Gigabit Ethernet #2 - Virtual Switch
8 Virtual processors || Enable wvirtual LaN identification

= Eif IDE Controller 0

+ (a Hard Drive
ovnmse-4.2, 1.R01-50,0-di...

= Eif IDE Controller 1

© % DVD Drive
Mone Bandwidth Management

z

= B 5CsI Contraller ["] Enable bandwidth management

# —a Hard Drive
ovnmse-4.2,1,R01-50,0-di..,
#  Mebwork Adapter

Broadcom Metxtreme Gigabit EE... 0
T oMl
None
T comz (i ]

None
[ Diskette Drive

None

L] Mame IZ@ZI Use alegacy network adapter instead of this network adapter ko perform a

Omnivista 421RO1EA-bS0-An network-based installation of the guest operating systerm or when integration
=] Integration Services services are not installed in the guest operating system,
some services offered

Tao remove the netwaork adapter Fram this wirtual machine, click Remove.

13| Checkpoint File Location
C:\ProgramDatalMicrosaftiwin. ..

CH\ProgramDatalMicrosafthwin.., [

| oK | | Cancel |

After the process is completed, right-click on the VM in the Navigation Panel and select Start.
Once the Virtual Appliance is powered on, go to Completing the OmniVista 2500 NMS-E
4.2.1.R01 Installation to complete the installation.

Completing the OmniVista 2500 NMS-E 4.2.1.R01 Installation

Follow the steps in the following sections to complete the OV 2500 NMS-E 4.2.1.R01
installation.

Launching the Console, Setting a Password and an IP Address

1. Launch the Console for the new VM. (In vCenter, this can be done by right-clicking on the VM
in the Navigation Tree and selecting Open Console.) The password prompt appears.
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Conf igure “cliadmin” password

ew password:
BrAD PASSWORD: The password is shorter than 8 characters
[Retype new password:

hanging password for wuser cliadmin.
passwd: all authemtication tokens updated successfully.

he [P address of the UVirtual Appliance is not available, youw must configure it
Press [Enter] to continue

2. Specify a new administrative password, then re-enter to confirm the new password. Press
Enter to configure System IP.

Note: The password should be an alpha-numeric string with a minimum of eight (8)
characters and should not be based on dictionary words. Be sure to store the password in a
secure place. Users will be prompted for the password at the end of the installation. Lost
passwords cannot be retrieved.

Conf igure IP

(#) Please input IPw4: 135.254.163.287
Please input subnet mask w4 [255.255.8.81: 255.255.255.8
ould you like to configure:
IPvd: 135.254.163.287
subnet mask: 255.255.255.8
[yinl (yd: y
e conf iguration has been set
Press [Enter] to continue

3. Enter an IPv4 address.
4. Enter the IPv4 network mask.
5. Press y and Enter to confirm, then press Enter to continue.

6. The Memory Configuration Based on Network Size option is displayed.

Memory Conf iguration Based on Network Size

hoose the number of devices:
Low (lower than SB8@)

Medium (5HB-Z8608)

High (ZBB8-5888)

Uery High (5888-18660)
Exit

Type your optiom:

Select the number of devices OV 2500 NMS-E 4.2.1.R01 will manage. To select a range, enter
its corresponding number at the command prompt (e.g., enter 2 for Medium). Ranges include:

e Low (fewer than 500 devices)

e Medium (500 to 2,000 devices)

e High (2,000 to 5,000 devices)

e Very High (5,000 to 10,000 devices).

Press y and Enter to confirm, then press Enter to display the Configure the Virtual Appliance
Main Menu.
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7. The Configure The Virtual Appliance Main Menu is displayed.

- O -
Conf igure The Virtual fAppliance

0 0o = e e e e e = - e e e = e - e - - - -
[1]1 Help

1lay Current Configuration

> Route
& Network Size
[igure Keybc Layout
i Client

Continue

8. Enter 2 and press Enter to display the current configuration.

Current conf iguration
Product Mame: filcatel-Lucent Enterprise OmniVista 2588 NMS 4.2.1.RB1 En
Build Number: 67
Fatch Number: B
Build Date: B9-89-2016

IPv4 Address: 18.255.221.224
etMask: 255.255.255.8

TTPF Port: 88
TTPS Port: 443

Default gateway wi: 18.255.2721.254

ostname: omivista

imezone ! America-Los_fingeles

Data LUM size: 256G
Data LUM available (free) space: 234G

etwork Size: Low (lower than SHA) devices
Proxy Status: Enabled

Froxy: ost: 168.255.18.80:8688

Froxy username:

Proxy password:

Press [Enterl to continue

The current OV appliance configuration is displayed. You can go to the Configure The Virtual
Appliance Menu to configure additional settings (e.g., Default Gateway, Proxy, DNS) that may
be required to access OV 2500 NMS-E 4.2.1.R01 and perform upgrades. Please configure
other settings as required.
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Note: OV 2500 NMS-E 4.2.1.R01 makes an HTTPS connection to the OmniVista 2500 NMS
External Repository for upgrade software, Application Visibility Signature Files, and
ProActive Lifecycle Management. If the OmniVista 2500 NMS Server has a direct
connection to the Internet, a Proxy is not required. Otherwise, a Proxy should be configured
to enable OV 2500 NMS-E 4.2.1.R01 to connect to the OmniVista 2500 NMS External
Repository.

9. Press Enter. The Virtual Appliance Menu is displayed again.

10. After completing all required settings (and after all services are running), enter
https://OVServerlPaddress in a supported browser to launch OV 2500 NMS-E 4.2.1.R01.

Upgrading from a Previous Version of OmniVista 2500 NMS

Follow the steps below to backup an existing OmniVista 2500 NMS Database and restore it to
the new installation. The procedure is different depending on whether your existing installation is
3.5.7 or 4.1.2.R03.

Note: You cannot upgrade directly from OmniVista 2500 NMS 4.1.1 or 4.1.2R01/R02 to
4.2.1.R01. You must first upgrade from 4.1.1 or 4.1.2R01/R02 to 4.1.2.R03. See the
applicable Installation Guide to upgrade from 4.1.1 or 4.1.2.R02/R03.

Upgrading from OmniVista 2500 NMS 3.5.7
Follow the steps below to upgrade from OmniVista 2500 NMS 3.5.7 to 4.2.1.R01.

1. On the existing installation of OmniVista 2500 NMS (3.5.7), change “admin” user's password
to “switch”.

2. On the existing installation of OmniVista 2500 NMS, open the Server Backup Application
and perform a backup. See the OmniVista 2500 NMS 3.5.7 Server Backup Application On-Line
Help for more information.

3. Perform a fresh deployment of OV 2500 NMS-E 4.2.1.R01 (VMware, VirtualBox, Hyper-V).

Note: If you have not shutdown the 3.5.7 installation, make sure that it is shutdown after
performing the backup so there is no IP address conflict between the 3.5.7 installation and
the 4.2.1.R01 installation.

4. Use an SFTP client to copy backup file generated in Step 2 above, to a fresh installation of
OV 2500 NMS-E 4.2.1.R01. Make sure the destination directory is “backups”.

e SFTP User: cliadmin
e SFTP Password: <password when deploying VA>
e SFTP Port: 22

5. Login to OV 2500 NMS-E 4.2.1.R01 VA machine using cliadmin account.

Note: It is recommended that you take a VM Snapshot prior to the upgrade. (In vSphere you
right-click on the VM and select Snapshot - Take Snapshot.)

6. Enter 4 and press Enter to choose the Upgrade/Restore VA option.
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The Uirtual Appliance Menu

Help

Conf igure The Virtual Appliance
Run Watchdog Command
Upgrade-Restore UA

Change Password

Logging
Power Off
Reboot
Advanced Mode
Log Out

(#) Type your option: 4

7. Enter 6 and press Enter to choose the Restore OV2500 NMS Data.

Upgrade Un :
Help q

4.2.1.881 (Current Release)

Enable Repository (Selected - ALE Central Repo)

Conf igure Custom Repositories

Conf igure Update Check Interval (3elected - Disabled)

Restore OUZ2588 NMS Data :

Exit :

(=) Type your option: 6

8. The list of backup files will display, choose a Backup File by selecting the number (e.g., 1) in
the list and pressing Enter.

hoose the backup to restore:
[1] ov357bglorewing_18.95.136.59_Z816-86-17--15-Z8.0sh
[A]1 Exit

(=) Type your option: 1
ould you like to restore by the backup file

[1] ov357bglorewing_18.95.136.59_Z816-86-17--15-28.0sh
[yinl (yd: y

9. Press y at the confirmation prompt, and press Enter. Then press y at the warning
confirmation prompt and press Enter.

10. Wait for all OV 2500 NMS-E 4.2.1.R01 Services start up. Use the “Display Status of All
Running Services” option of the Run Watchdog command in the Virtual Appliance Menu to
view the status of services.

Note: After all Services start up, it is recommended that you take a VM snapshot. (In
vSphere you right-click on the VM and select Snapshot - Take Snapshot.)

11. Once all services have started, enter https://OVServerlPaddress in a supported browser to
launch OV 2500 NMS-E 4.2.1.R01.

12. After logging into OV 2500 NMS-E 4.2.1.R01, you will be required to enter the OV 2500
NMS-E 4.2.1.R01 Production License Key. Enter the Production License Key. For procedures
on generating an Evaluation License, see Appendix A.

13. You must now restart all services. Go to the Watchdog Screen in the OmniVista GUI
(Administrator - Control Panel — Watchdog) and click on the Restart All button to restart all
services again. When all services restart, you will be able to log into OV 2500 NMS-E
4.2.1.R01.
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Note: It is recommended that you check the OmniVista Software Repository for any new
patches/updates. On The Virtual Appliance Menu, select 4 — Upgrade/Restore VA, then
select 2 — 4.2.1.R01 (Current Release).

Note: It may take up to one (1) hour for OV 2500 NMS-E 4.2.1.R01 to populate network
data (e.g., VLANSs information, Unified Access information).

Upgrading from OmniVista 2500 NMS 4.1.2.R03

The procedures below detail upgrading from a 4.1.2.R03 VA installation or a 4.1.2.R03 Non-VA
installation.

Upgrading from a VA Installation

Follow the steps below to upgrade from a VA installation of OmniVista 4.1.2.R03 to OV 2500
NMS-E 4.2.1.R01.

Important Note: By default, OV 2500 NMS-E 4.2.1.R01 is partitioned as follows:
HDD1:50GB and HDD2:256GB. If you are managing more than 500 devices it is
recommended that you increase to provisioned hard disk using the Configure Network Size
option in the Configure The Virtual Appliance Menu (Configure The Virtual Appliance Menu -
Configure Network Size (10) - Configure Data Partition (4)).

1. From OV 4.1.2.R03 VA system, open a Console on the VM to access the Virtual Appliance
Menu. Type 4 and press Enter to choose the Backup/Restore OmniVista 2500 NMS option.

A e e e e e e e e e e e e e e e e e T e e e T e e e S e e e e e e e e e e

Conf igure the :
Run Watchdog command

Update Un

Backup-Restore Omnilista Z588 HMS3

2. Enter 1 and press Enter to choose Backup OmniVista 2500 NMS option from the
Backup/Restore OmniVista 2500 NMS menu.

e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e
2508 NMS
W e e e e e e e e e e e e e e e e e e e e e e e
B NMS
588 NMS

e e e e B e e B e Bl el e e e e el e el e O e e e e e e e e e e e e e e

ype your option? _

3. Enter the Backup’s base name (default is “ov2500nms”), then press Enter. If no base name
is specified, “ov2500nms” will be used as the default base name. The backup will begin.
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LE s s b d s s s d d S s S S d 3 s S A R n s b A S s i b R R B d R s s i R A S s S b A R st A S s b R s d a s S d B B 8 0 2 2 =
% Backup.~Ri ire DmmilVista 2588 HHS .
LR S E TSRS TS EETSTEEESLTEEETSEESISIEES ST EESLEEE TS T EE S EEE TS EE LS EE TS TS E S LT BT T 2 X 8 1
p Umnillista HE NS
re OmmilVista Z5HH HMS

rwi

Completed? (Output file: "ouv2SHBnms_ZB816-81-28--16-15.bk")

After backup is finished, the output filename will be displayed: <base name>_<yyyy-MM-dd--
HH-mm>.bk (e.g., ov2500nms_2016-01-20- -16-15.bk). A backup includes OV2500 data
backup (.osb), MongoDB data backup (.mgb) and license data backup (.lic).

4. FTP to the OmniVista 4.1.2.R03 Server to retrieve the backup file created above
(admin/admin, Port 8888).

5. Perform a fresh deployment of OV 2500 NMS-E 4.2.1.R01 (VMware, VirtualBox, Hyper-V).

6. Use an SFTP client to copy the backup file generated in Step 3 above, to the fresh installation
of OV 2500 NMS-E 4.2.1.R01 VA. Make sure the destination directory is “backups”.

e SFTP User: cliadmin

e SFTP Password: <password when deploying VA>

e SFTP Port: 22
The default Mongo Database passwords are the same for 4.1.2.R03 and 4.2.1.R01. If you are

upgrading from 4.1.2.R03 and did not change the default Mongo password, steps 7 through 11
below are not required unless:

e You changed the default password in 4.1.2.R03, or
e You upgraded from 4.1.2.R01/R02 to R03 and are upgrading to 4.2.1.R01.

7. After the installation is completed, open a Console on the VA, and from the Virtual Appliance
Menu, enter 5 and press Enter to choose the Change Password option.

¥

The Virtual Appliance Menu

[1] Help

[2]1 Configure The Uirtual Appliance
[3]1 Bun Watchdogy Command

[4]1 Upgrade-Restore Un

[5]1 Change Password
[6]1 Logging

[?]1 Power Off

[81 Reboot

[9] Advanced Mode
[B]1 Log Out

¥ K kK ok K kK K % ¥

8. Enter 3 and press Enter to choose the Change Mongodb Database Password option.
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Change Password

[1]1 Help
[2]1 Change "cliadmin" Password

[3]1 Change Mongodb Database Password
[4]1 Conf igure Root Password
[8]1 Exit

9. Enter option 1 and enter the “old” Mongo Administrator password (this is the current
OmniVista 4.2.1.R01 password -ale2@!*passwd), then enter the “new” Mongo Administrator
password (this is the 4.1.2.R03 Administrator password). Now Enter option 2 & enter old
Ngnms application user password (this is the current OmniVista 4.2.1.R01 password -
ale2@!*dbpasswd), then enter new Ngnms application password (this is the 4.1.2.R03 Ngnms
app password). Remember, you are changing the OmniVista 4.2.1 passwords to the 4.1.2.R03
passwords.
(=) Type wyour option: 3
lould you like to change password for
[1] Mongo administrator
[2] Ngnms application user

Provide your option [1 OR 2]: 1
0ld Password for admin user:

New Password for admin user:
Confirm Password for admin user:

10. After completing the password change, use the Run Watchdog command in the Virtual
Appliance Menu to restart all services.

The Uirtual Appliance Menu

¥

[1]1 Help

[2]1 Configure The Virtual fAppliance
[3]1 Bun Watchdoy Command

[4]1 Upgrade-Restore UA

[5]1 Change Password
[6]1 Logging

[?]1 Power Off

[8]1 Reboot

[9]1 Advanced Mode
[B]1 Log Out

¥ K kK ok K kK Kk X ¥

11. Enter 3 and press Enter to choose the Run Watchdog Command option. At the prompt,
enter 5 and press Enter to choose Restart All Services option. Wait until all services have
restarted, then go to Step 12.

Note: It is recommended that you take a VM Snapshot prior to the upgrade (Step 12). (In
vSphere you right-click on the VM and select Snapshot - Take Snapshot.)
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eSS oS-SS oS-SS S-S JaE- S-S oS-SS Ja S-S JaE oS-SS JaE- eSS oo oo
Run Watchdog Command

[1]1 Help
[2] Display Status Of All Services
[3]1 Start All Services

[4]1 Stop All Services
[5]1 Restart All 3ervices

[6]1 Start a Service
[7?]1 Stop a 3ervice
[8]1 Start Watchdog
[9]1 Shutdown Watchdog
[B] Exit

(=) Type your optiom:

12. From the Virtual Appliance Menu, enter 4, then press Enter to select the Upgrade/Restore
VA option.

The Uirtual Appliance Menu

[1]1 Help

[2]1 Configure The Virtual Appliance
[31 Bun Watchdoy Command

[4]1 Upgrade-Restore UA

[51 Change Password

[6]1 Logging

[7]1 Power Off

[8]1 Reboot

[9]1 Advanced Mode

[8] Log Out

¥ ok Kk % kK % K % ¥ %

13. Enter 6 and press Enter to choose Restore OmniVista 2500 NMS Data option from the
Upgrade VA menu.

Upgrade UnA

[1]1 Help

[2]1 4.2.1.RB1 (Current Release)

[3]1 Enable Repository (Selected - ALE Central Repo)

[4]1 Conf igure Custom Repositories

[S5]1 Configure Update Check Interval (Selected - Disabled)
[6]1 Restore OUZ588 NMS Data

[8]1 Exit

¥ Kk k% ¥ % ¥

(#) Type your option: 6

14. Choose a Backup File by selecting the number (e.g., 1) in the list and pressing Enter.

hoose the backup to restore:
[1]1 ovZ5S8Bnms-Z816-84-26--22-49 . bk
[8]1 Exit

(%) Type your option: 1

ould you like to restore the backup file
[1]1 ouvZ5S8Bnms-Z816-84-26--22-49.bk

[yind (y): _

15. Press y at the confirmation prompt, and press Enter. Then press y at the warning
confirmation prompt and press Enter.
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16. Wait for all OV 2500 NMS-E 4.2.1.R01 Services start up. Use the “Display Status of All
Running Services” option of the Run Watchdog command in the Virtual Appliance Menu to
view the status of services.

Note: After all Services start up, it is recommended that you take a VM snapshot. (In
vSphere you right-click on the VM and select Snapshot - Take Snapshot.)

17. Once all services have started, enter https.//OVServerlPaddress in a supported browser to
launch OV 2500 NMS-E 4.2.1.R01.

18. After logging into OV 2500 NMS-E 4.2.1.R01, you will be required to enter the OV 2500
NMS-E 4.2.1.R01 Production License Key. Enter the Production License Key (you may also use
your existing 4.1.x Production License Key). For procedures on generating an Evaluation
License, see Appendix A.

19. You must now restart all services. Go to the Watchdog Screen in the OmniVista GUI
(Administrator - Control Panel — Watchdog) and click on the Restart All button to restart all
services again. When all services restart, you will be able to log into OV 2500 NMS-E
4.2.1.RO1.

Note: It is recommended that you check the OmniVista Software Repository for any new
patches/updates. On The Virtual Appliance Menu, select 4 — Upgrade/Restore VA, then
select 2 — 4.2.1.R01 (Current Release).

Note: It may take up to one (1) hour for OV 2500 NMS-E 4.2.1.R01 to populate network
data (e.g., VLANs information, Unified Access information).

Upgrading from a Non-VA Installation

Follow the steps below to upgrade from a non-VA installation of 4.1.2.R03 (Windows/Linux) to
OV 2500 NMS-E 4.2.1.R01.

1. On the existing installation of OmniVista 2500 NMS (OmniVista 4.1.2.R03), change “admin”
user's password to “switch”.

2. Perform a backup of the OmniVista 4.1.2.R03 installation and FTP it to a safe place outside
of the server. Detailed backup procedures are provided below.

3. Perform a fresh deployment of OV 2500 NMS-E 4.2.1.R01 (VMware, VirtualBox, Hyper-V).

4. Use an SFTP client to copy the backup file generated in Step 2 above, to the fresh installation
of OmniVista 2500 NMS VA. Make sure the destination directory is “backups”.

e SFTP User: cliadmin

e SFTP Password: <password when deploying VA>

e SFTP Port: 22
The default Mongo Database passwords are the same in 4.1.2.R03 and 4.2.1.R01. If you are

upgrading from 4.1.2.R03 and did not change the default Mongo password, steps 5 through 9
below are not required unless:

¢ You changed the default password in 4.1.2.R03, or
e You upgraded from 4.1.2.R01/R02 to R0O3 and are upgrading to 4.2.1.R01.

5. After the installation is completed, open a Console on the VA, and from the Virtual Appliance
Menu, enter 5 and press Enter to choose the Change Password option.
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The UVirtual Appliance Menu

[1]1 Help

[2]1 Configure The Virtual fAppliance
[31 Bun Watchdoy Command

[4]1 Upgrade-Restore UA

[5]1 Change Password

[6]1 Logging

[?]1 Power Off

[8]1 Reboot

[9]1 Advanced Mode

[8]1 Log Out

¥ % Kk % Kk % K % ¥ ¥

6. Enter 3 and press Enter to choose the Change Mongodb Database Password option.

Change Password

[1]1 Help

[2]1 Change "cliadmin" Password

[3]1 Change Mongodb Database Password
[4]1 Configure Root Password

[B]1 Exit

7. Enter option 1 and enter the “old” Mongo Administrator password (this is the current
OmniVista 4.2.1.R01 password -ale2@!*passwd), then enter the “new” Mongo Administrator
password (this is the 4.1.2.R03 Administrator password). Now Enter option 2 & enter old
Ngnms application user password (this is the current OmniVista 4.2.1.R01 password -
ale2@!*dbpasswd), then enter new Ngnms application password (this is the 4.1.2.R03 Ngnms
app password). Remember, you are changing the OmniVista 4.2.1 passwords to the 4.1.2.R03
passwords.
(=) Type your option: 2
lould you like to change password for
[1] Momgo administrator
[2] Ngnms application user

Provide your option [1 OR 2]: 1
0ld Password for admin user:

New Password for admin user:
Confirm Password for admin user:

8. After completing the password change, use the Run Watchdog command in the Virtual
Appliance Menu to restart all services.
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The UVirtual Appliance Menu

[1]1 Help

[2]1 Configure The Virtual fAppliance
[31 Bun Watchdoy Command

[4]1 Upgrade-Restore UA

[5]1 Change Password

[6]1 Logging

[?]1 Power Off

[8]1 Reboot

[9]1 Advanced Mode

[8]1 Log Out

¥ % Kk % Kk % K % ¥ ¥

9. Enter 3 and press Enter to choose the Run Watchdog Command option. At the prompt,
enter 5 and press Enter to choose Restart All Services option. Wait until all services have
restarted, then go to Step 10.

Note: It is recommended that you take a VM Snapshot prior to the upgrade (Step 10). (In
vSphere you right-click on the VM and select Snapshot - Take Snapshot.)

Run Watchdog Command

Help

Display Status Of All Services
Start All Services

Stop nll Services

Restart All Services

Start a Service

Stop a Service

Start Watchdog

Shutdown Watchdog

Exit

(=) Type your option:

10. From the Virtual Appliance Menu, enter 4, then press Enter to select the Upgrade/Restore
VA option.

The Virtual Appliance Menu

[1]1 Help

[2]1 Configure The Uirtual Appliance
[3]1 Bun Watchdogy Command

[4]1 Upgrade-Restore UA

[5]1 Change Password
[6]1 Logging
[?]1 Power Off

[81 Reboot
[9]1 Advanced Mode
[8] Log Out

X K kK kK kK K X ¥

11. Enter 6 and press Enter to choose Restore OmniVista 2500 NMS Data option from the
Upgrade VA menu.

28 Part No. 060444-10, Rev. B



OmniVista 2500 NMS Enterprise 4.2.1.R01 Installation Guide

¥

Upgrade UnA

[1]1 Help
[2]1 4.2.1.R81 (Current Release)
[3]1 Enable Repository (Selected - ALE Central Repo)

[4]1 Conf igure Custom Repositories

[S]1 Configure Update Check Interval (Selected - Disabled)
[6]1 Restore OUZ5688 NMS Data

[B] Exit

¥ %k % ¥ % ¥

(=) Type your optiom: b6

12. Choose a Backup File by selecting the number (e.g., 1) in the list and pressing Enter.

hoose the backup to restore:
[1]1 ovZ5S8Bnms-Z816-84-26--22-49 . bk
[8]1 Exit

(%) Type your option: 1

ould you like to restore the backup file
[1]1 ouvZ5S8Bnms-Z816-84-26--22-49.bk

[yind (y): _

13. Press y at the confirmation prompt, and press Enter. Then press y at the warning
confirmation prompt and press Enter.

14. Wait for all OV 2500 NMS-E 4.2.1.R01 Services start up. Use the “Display Status of All
Running Services” option of the Run Watchdog command in the Virtual Appliance Menu to
view the status of services.

Note: After all Services start up, it is recommended that you take a VM snapshot. (In
vSphere you right-click on the VM and select Snapshot - Take Snapshot.)

15. Once all services have started, enter https:.//OVServerlPaddress in a supported browser to
launch OV 2500 NMS-E 4.2.1.R01.

16. After logging into OV 2500 NMS-E 4.2.1.R01, you will be required to enter the OV 2500
NMS-E 4.2.1.R01 Production License Key. Enter the Production License Key (you may also use
your existing 4.1.x Production License Key). For procedures on generating an Evaluation
License, see Appendix A.

17. You must now restart all services. Go to the Watchdog Screen in the OmniVista GUI
(Administrator - Control Panel — Watchdog) and click on the Restart All button to restart all
services again. When all services restart, you will be able to log into OV 2500 NMS-E
4.2.1.RO1.

Note: It is recommended that you check the OmniVista Software Repository for any new
patches/updates. On The Virtual Appliance Menu, select 4 — Upgrade/Restore VA, then
select 2 — 4.2.1.R01 (Current Release).

Note: It may take up to one (1) hour for OV 2500 NMS-E 4.2.1.R01 to populate network
data (e.g., VLANSs information, Unified Access information).
Backup Procedures for OmniVista 2500 NMS 4.1.2.R03 Non-VA (Windows/Linux)

Follow the steps below to backup OmniVista 2500 NMS 4.1.2.R03 on Windows/Linux
installations.
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1. Go to the scripts directory of the OmniVista 2500 NMS installation folder and execute
“backup-ngnms.bat” (for Windows) or “backup-ngnms.sh” (for Linux). You must run it with
Administrator privilege.

2. To perform an immediate backup, enter n, then press Enter at the "Schedule" prompt.

3. Enter the path of the Backup Directory (default is “C:\backup” on Windows and
“/root/Desktop/defaultbackupdir” on Linux), then press Enter.

4. Enter the Backup’s base name (default is “ov2500nms”), then press Enter.

A “Stopping services” message will appear as the services are automatically stopped. This may
take some time to complete. When the services have been stopped, the backup will start. When
the process is complete, a confirmation message will appear and the backup file will be stored
in the configured backup directory under the name: <base name>_<yyyy-MM-dd--HH-mm>.bk.

alhost scripts]# ./backup-ngnms.sh
like to schedule the backup?
i folder to store the backup file (default 1s sroot/Desktop/defaultbackupdir):
Enter base name for the backup file (default 1 ganms ) :
Watchdog 15 running. So, Omnivista 2500 NMS services will have to be stopped before backup.

g services. Please walt as this will take a while.
ov2sen data. Pl walt as this will take a wnllF el
atabase. Please wait as this will take a while...
se data
Etd&k data 11r9rtur*

4fn dqta lee_
report data direct
up Locator data directory
e backup fi
vices, Please walt as this will take a while...
up file ov2506nms-2015-12-01--17-40.bk 1s stored in /root/Desktop/defaultbackupdir
[root@localhost scripts]# |Jj

Note: Old Backup Files are not automatically purged. Monitor and maintain the Backup
Directory to optimize disk space.

Using the Virtual Appliance Menu

To access the Main Virtual Appliance Menu for a VM, launch the Console. (In vCenter, this can
be done by right-clicking on the VM in the Navigation Tree and selecting Open Console.) The
login prompt is displayed.

Note: You can also access the Virtual Appliance Menu by connecting via SSH using port
2222, user cliadmin, and password set when deploying VA (e.g., ssh
cliadmin@192.160.70.230 —p 2222).

ent0S Linux 7 (Core)
ernel 3.18.8-327.el17.x86_64 on an xB6_64

Product Name: Alcatel-Lucent Enterprise Ommilista 25688 NMS 4.2.1.R81 En
Build Number: 67

Patch Number: B

fuild Date: 89-89-2816

int: Num Lock on

pmnivista login:

1. Enter the login (cliadmin) and press Enter.
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2. Enter the password and press Enter. The password is the one you created when you first
launched the VM Console at the beginning of the installation process. The Virtual Appliance
Menu is displayed.

*

b+ The Virtual Appliance Menu

+ [1]1 Help

p+ [2] Configure The Virtuwal Appliance
= [3]1 Bun Watchdog Command

i+ [4] Upgrade-Restore UA

b+ [5]1 Change Password

p+ [6] Logging

e [7]1 Power OfF

< [B8]1 Reboot

< [9]1 Advanced Mode

+ [B] Log Out

¥ ok K Kk k K K ¥ % ¥

The Virtual Appliance Menu provides the following options:
° 1- Fielg
e 2 - Configure the Virtual Appliance
e 3 - Run Watchdog CLI command
e 4 - Upgrade/Restore VA
e 5 - Change Password

e 6 -logging

e 7 - Power Off

e 8- Reboot

e 9 - Advanced Mode
e 0-logout

For information on these menu options, refer to the sections below.

Help
Enter 1 and press Enter to bring up help for the Virtual Appliance Menu.

Configure the Virtual Appliance

The “Configure the Virtual Appliance” menu provides the following options:

° 1 - Fielg
e 2 - Display Current Configuration

e 3 - Configure IP

e 4 - Configure Ports

o 5 - Configure Default Gateway
o 6 - Configure Hostname

e 7 - Configure DNS Server

e 8 - Configure Timezone

e 9 - Configure Route
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e 10 - Configure Network Size

e 11 - Configure Keyboard Layout
e 12 - Update SSL Certificate

e 13 - Configure NTP Client

e 14 - Configure Proxy

e 15 - Import JRE Certificat

e 0-Exit

s A ey S s S S S
Conf igure The Virtual Appliance

[1]1 Help

[2]1 Display Current Configuration
[3]1 Configure IP

[4]1 Configure Ports

[5]1 Configure Default Gateway
[6]1 Conf igure Hostname

[?]1 Conf igure DNS Server

[8]1 Conf igure Timezone

[9]1 Conf igure Route

[18] Configure Network Size
[11]1 Conf igure Keyboard Layout
[12] Update SSL Certificate
[13]1 Configure NTF Client

[14]1 Configure Proxy

[15] Import JRE CA Certificate
[A] Exit

Help
Enter 1 and press Enter to bring up help for the Configure The Virtual Appliance Menu.

Display Current Configuration

Enter 2 and press Enter to display the current VA configuration. Press Enter to return to the
Configure The Virtual Appliance Menu.
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Current configuration

Product Mame: Alcatel-Lucent Enterprise OmnilVista 2588 NMS 4.2.1.R81 Ena
Build Number: 67

Patch NHumber: B

Build Date: B9-H9-2816

IPv4 Address: 18.255.221.224
etMask: £55.255.255.8

TTP Port: 88
TTPS Port: 443

Default gateway wi: 18.255.221.254

pstname: omnivista

imezone: America-Los_fngeles

Data LUM size: 256G
Data LUM available (free) space: 234G

etwork Size: Low (lower than SHB) devices
Proxy Status: Enabled
Proxy: ost: 18.255.18.868:0860
FProxy username:

Proxy password:

Press [Enterl] to continue

Configure IP

1. If you want to re-configure the System IP, enter 3 and press Enter.

Conf igure IP

Flease input IPvd [18.255.221.2241:
Flease input subnet mask [255.8.8.81:

opuld you like to configure:
IPv4: 18.255.221.224
subnet mask: 255.8.8.8
[yinl (yl):

2. Enter an IPv4 IP address and subnet mask.

3. Enter y at the confirmation prompt and press Enter to confirm the settings. Press Enter to
return to the Configure The Virtual Appliance Menu.

Configure Ports

1. Enter 4 and press Enter to configure System Ports.
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oSS JaE oS JoE oo oo JaE oo oo oo oo JaE oo oo o oo oo Ja oo JaE oo oo oo JaE oo oo oo oo JoE oo ToE oo o oo T JaE o oo oo
Conf igure Ports :

Please input http port [BB]:
Please input https port [4431:

ould you like to configure:
http port: 84
https port: 443
[yind (y): _

2. At the prompt, enter an HTTP value and press Enter. Enter an HTTPS value and press
Enter.

e HTTP Port (Valid range: 1024 to 65535, Default = 80))
o HTTPS Port (Valid range: 1024 to 65535, Default = 443)

Note: You can press Enter to accept default values. New port values must be unique
(i.e., they must differ from any previously-configured ports).

3. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.

After entering values and confirming, you must restart all services for the changes to take effect.
Use the Restart All Services option in the Run Watchdog command in the Virtual Appliance
Menu.

Configure Default Gateway

1. Enter 5 and press Enter to configure default gateway settings.

Conf igure Default Gateway

Please input defaut gateway w4 [18.255.221.2541:
puld you like to conf igure:

default gateway: 18.255.221.254
[yinl (yl: y
e conf iguration has been set
Press [Enter] to continue

2. Enter an IPv4 default gateway.

3. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.
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Configure Hostname

1. The default Hostname is omnivista. If you want to change the default Hostname, enter 6
and press Enter.

f igure Hostname

Please input hostname [ommivistal:
puld you like to configure:

hostname: omnivista
[yinl (yl:
he conf iguration has been set
Press [Enter] to continue

2. Enter a hostname.

3. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.

Configure DNS Server
1. Enter 7 to specify whether the VM will use a DNS Server.

2. If the VM will use a DNS server, enter y, then press Enter. Enter the IPv4 address for Server
1 and Server 2, if applicable.

b+ Conf igure DNS Server

ould you like to use dns =zervers [yinl (n): y
(=) Please input dns server 1: 192.168.78.226
ould you like to use dns server 2 [yinl (n): y
(=) Please input dns server 2: 192.168.1.3
ould you like to configure:

dns server 1: 192.168.78.226

dns server 2: 192.168.1.3
[yinl (y): _

Note: If n (NO) is selected, all DNS Servers will be disabled.
3. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.
Configure Timezone

1. Enter 8 and press Enter to begin setting up the time zone; then confirm by typing y at the
prompt.

2. Select the region for the VM by entering its corresponding numeric value (e.g., 10).

S I
Conf igure Timezone

ould you like to configure Timezone of system [yinl (n): y
Please identify a location so that time zone rules can be set correctly.

Flease select a continent or ocean.

4) Arctic Ocean ?) Australia 18) Pacific Ocean
[2) fimericas 5) Asia 8) Europe
[3) Antarctica 6) Atlantic Ocean 9) Indian Ocean

3. Select a country within the region by entering its corresponding numeric value (e.g., 25).
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Flease =select a country.

Chile
Cook Isl
Ecuador
Fiji

ands

French Polynesia

Guam

Morthern Mariana Islands

Palau

Papua Mew Guinea
Pitcairn

Samoa (American)
Samoa (western)

Kiribati Solomon Islands

Marshall Islands Toke lau

Micronesia Tonga

Nauru Tuvalu

New Caledonia United States

New Zealand US minor outlying islands
Niue Uanuatu

Norfolk Island Wallis & Futuna

Pleaze select one of the following time zone regions.
Eastern Time
Eastern Time - Michigan - most locations
Eastern Time - Kentucky - Louisville area
Eastern Time - Kentucky - Wayne County
Eastern Time Indiana - most locatioms
Eastern Time Indiana - Daviess, Dubois, Knox & Martin Counties
Eastern Time Indiana - Pulaski County
Eastern Time Indiana - Crawford County
Eastern Time Indiana - Pike County
Eastern Time Indiana - Switzerland County
Central Time
Central Time Indiana - Perry County
Central Time Indiana - Starke County
Central Time - Michigan - Dickinson, Gogebic, Iron & Menominee Counties
Central Time - North Dakota - Oliver County
Central Time - North Dakota - Morton County (except Mandan area)
Central Time - North Dakota - Mercer County
Mountain Time
Mountain Time - south Idaho & east Oregon
Mountain Standard Time - Arizona (except Nava jo)
Pacific Time
Pacific 3tandard Time - Ammette Island, fAlaska
filaska Time
filaska Time - Alaska panhandle
filaska Time - southeast Alaska panhandle
filaska Time - flaska panhandle neck
filaska Time - west Alaska
fileutian Islands
Hawaii

5. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.

Configure Route
1. If you want to add a static route from the VM to another network enter 9 and press Enter.

2. Add an IPv4 route by entering 3 at the command prompt.
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Conf igure Route

[1]1 Help

[Z2]1 Show Current Routes
[3]1 Add Route 4

[4]1 Del Route w4

[A] Exit

3. Enter the subnet, netmask and gateway.

4. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.

Configure Network Size

1. At the Main Menu prompt, enter 10 and press Enter to begin configuring a Network Size.

Conf igure Network Size

[1]1 Help
[Z] Configure OUZ588 Memory

[3]1 Configure Swap File
[4]1 Extend Data Partition
[B] Exit

2. You can re-configure OV 2500 NMS-E 4.2.1.R01 memory settings by selecting option 2.
3. Configure Swap file by selecting option 3.
4. Configure Data Partition by selecting option 4.

By default, OV 2500 NMS-E 4.2.1.R01 is partitioned as follows: HDD1:50GB and HDD2:256GB.
If you are managing more than 500 devices it is recommended that you increase to provisioned
hard disk using the Configure Network Size option in the Configure The Virtual Appliance Menu
(Configure The Virtual Appliance Menu - Configure Network Size (10) - Configure Data Partition

(4)).
Configure Keyboard Layout

1. Enter 11 and press Enter to specify a keyboard layout.

b+ Conf igure Keyboard Layout

he available keyboard layouts will be shown (press [gl to exit view mode)
Press [Enter] to continue

2. Press Enter to see the list of keyboard layouts.

3. Enter q and press Enter to quit the view mode. At the prompt, enter a keyboard layout then
press Enter. Press y at the confirmation prompt.

Please input keyboard layout [usl: us
puld you like to =set:

keyboard layout: us
[yinl] (yl:

The table below lists all supported keyboard layouts.
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amiga-de amiga-us atari-uk-falcon atari-se
atari-us atari-de pt-olpc es-olpc
sg-latin1 hu sg fr CH
de-latin1-nodeadkeys fr_CH-latin1 de-latin1 de_CH-latin1
cz-us-qwertz sg-latin1-1k450 croat slovene
sk-prog-qwertz sk-qwertz de cz

wangbe wangbe2 fr-latin9 fr-old

azerty fr fr-pc be-latin1
fr-latinO fr-latin1 tr_f-latin5 trf-fgGlod
backspace ctrl applkey keypad

euro2 euro euro1 windowkeys
unicode se-latin1 cz-cp1250 il-heb
ttwin_cplk-UTF-8 pt-latin1 ru4 ruwin_ct_sh-CP1251
ruwin_alt-KOI8-R no-latin1 pl1 cz-lat2

ni2 mk es-cp850 bg-cp855

by uk pl ua-cp1251
pt-latin9 sk-qwerty se-lat6 bg_bds-cp1251
ruwin_cplk-UTF-8 br-abnt la-latin1 sr-cy
ruwin_ctrl-CP1251 ua dk ru-yawerty
mk-cp1251 ruwin_cplk-KOI8-R kyrgyz defkeymap_V1.0
se-fi-laté ruwin_ctrl-UTF-8 ro fi
sk-prog-qwerty trq fi-latin9 ar

ru3 us ruwin_ct_sh-KOI8-R ]

ro_std ttwin_alt-UTF-8 trf ruwin_alt-UTF-8
it-ibm il by-cp1251 it

emacs fi-latin1 pc110 bg_bds-utf8
tralt defkeymap bg_pho-utf8 ua-ws

cf hu101 bg_pho-cp1251 se-ir209
ttwin_ctrl-UTF-8 cz-lat2-prog br-latin1-us mk-utf
cz-qwerty ruwin_cplk-CP1251 ttwin_ct_sh-UTF-8 rui
ruwin_ctrl-KOI8-R ru-ms no us-acentos

pl2 sv-latin1 br-latin1-abnt2 et

ru-cp1251 ruwin_alt-CP1251 ru it2

It.14 ua-utf bywin-cp1251 bg-cp1251
ru_win emacs2 dk-latin1 kazakh
br-abnt2 es pl4 mkO

is-latin1 is-latin1-us il-phonetic fi-old
et-nodeadkeys jp106 It ru2
ruwin_ct_sh-UTF-8 pt se-fi-ir209 gr-pc

It.baltic tr_g-latind pl3 ua-utf-ws
bashkir no-dvorak dvorak-r dvorak
ANSI-dvorak dvorak-| mac-euro mac-euro2
mac-fr_CH-latin1 mac-us mac-de-latin1 mac-be
mac-es mac-pl mac-se mac-dvorak
mac-fi-latin1 mac-template mac-dk-latin1 mac-de-latin1-
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nodeadkeys
mac-fr mac-pt-latin1 mac-uk mac-it
mac-de_CH sunt4-no-latin1 suntb-cz-us sundvorak
sunt5-de-latin1 sunt5-us-cz sunt5-es sunt4-fi-latin1
sunkeymap sunt4-es sunt5-ru sunt5-uk
sun-pl sunt5-fr-latin1 sunt5-fi-latin1 sun-pl-altgraph

4. Press Enter to return to the Configure The Virtual Appliance Menu.

Update SSL Certificate

To update the SSL Certificate, you must first generate a *.crt and *.key file and use an SFTP
Client to upload the files to the VA. Make sure the destination directory is “keys”.

e SFTP User: cliadmin
e SFTP Password: <password when deploying VA>
e SFTP Port: 22

1. Enter 12 and press Enter.

2. Choose afile certificate file (.crt) and enter y and Enter. Choose a private key file (.key) and
enter y and Enter. The Tomcat service will be restarted.

Update the S5L Certificate for OU 2588 NMS

Certificates available in directory <homesadmincsomnivistarsng_shared-temp-adminsk
eys:
[1]1 server.crt
Choose the certificate file to apply (choose B to exit): 1
Are you sure you want to apply this certificate?
[1] server.crt
(ysmd: y
Private keys available in directory ~homesadminsommivistarng_shared-temp-sadmin-k
eys !
[1]1 server _key
Choose the private key file to apply (choose B to exit): 1
Are you sure you want to use this private key?
[1] server.key
(ysml: _

Configure NTP Client

1. Enter 13 and press Enter to configure an NTP Server.
Conf igure NTP Client

Help
Conf igure NTP Server IP

Status NTP Client

Disable NTP Client

Enable NTP Client
p Exit q
2. Enter 2 and press Enter.

3. Enter the IP address of the NTP Server and press Enter.
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4. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu. You can enable the server when you create it, or enabled it at a later
time using option 5.

Configure Proxy

OV 2500 NMS-E 4.2.1.R01 makes an HTTPS connection to the OmniVista 2500 NMS External
Repository for upgrade software, Application Visibility Signature Files, and ProActive Lifecycle
Management. If the OV 2500 NMS-E 4.2.1.R01 Server has a direct connection to the Internet, a
Proxy is not required. Otherwise, a Proxy should be configured to enable OmniVista to connect
to the OmniVista 2500 NMS External Repository.

1. Enter 14 and press Enter to specify whether the VM will use a Proxy Server. Enter 1 and
press Enter to configure a Proxy Server.

Conf igure Proxy

[1]1 Setup Proxy
[Z2]1 Enable-Disable Proxy
[A] Exit

2. If the VM will use a proxy server, enter the Proxy Server IP address, along with the port (e.g.,
8080).

(=) Type your option: Proxy is not set
(=) Please input proxy IP: (=) Please input proxy port: Please input proxy wsername :
dould you like to configure proxy with:

IP: 18.255.16.808

Port: 8638

Username :

Password:
[yinl C(yl:

Note: If n (No) is selected, all proxy servers will be disabled.
3. Enter y and press Enter to confirm the settings. Press Enter to return to the Configure The
Virtual Appliance Menu.
Import JRE CA Certificate

To import a JRE CA Certificate (e.g., *.pem), you must first use an SFTP Client to upload the
files to the VA. Make sure the destination directory is “keys”.

e SFTP User: cliadmin
e SFTP Password: <password when deploying VA>
e SFTP Port: 22

1. Enter 15 and press Enter to import a Private CA Certificate.
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Import JRE CA Certificate

%
fvailable self sign certificate(s)
[1]1 TashRootCr.pem
[B8]1 Exit

#=) Type your option:

ould you like to use thls self =sign certificate?
[1]1 TashRootCr.pem

yinl m): y

=) Please input alias: tash

2. Enter the number for the certificate you want to import (e.g., 1) and press Enter.

3. Enter an alias for the certificate and press Enter. The certificate will be imported.

|.'Ilt|:'|"'|'||" 15€ . C0m; L i

b FDT Z816 until: Wed Feb £7 16:45:46 FC

5 Criticality=rfalze

47 EF B? 53 91 B9 VB 43 F? 3F 9F

icality=false

14 Criticality=falze

'r'1 BC 47 47 EF B? 53 91 B9 VB 43 F? 3F 9F

eist this certif icate? [nol:

4. Enter y at the confirmation prompt and press Enter. Press Enter to return to the Configure
The Virtual Appliance Menu.

Exit

Enter 0 and press Enter to return to the Virtual Appliance Menu.
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Run Watchdog Command

The Watchdog command set is used to start and stop managed services used by OV 2500
NMS-E 4.2.1.R01. To access the Watchdog CLI Command Menu, enter 3 at the command
prompt. The following displays:

L3

Run Watchdog Command

[1]1 Help

[2] Display Status Of fAll Services
[3]1 Start All Services

[4] Stop All Services

[51 Restart All Services

[6]1 Start a Service

[7]1 Stop a Service

[8]1 Start Watchdog

[9]1 Shutdowm Watchdog

[B] Exit

* ok %k % Kk Kk %k k % %

(=) Type your option: _

Select number matching with action you want to perform and press Enter.

Upgrade/Restore VA

To view information about the current version of the OV 2500 NMS-E 4.2.1.R01 VA, and to
update the VM, enter 4 at the command prompt. Menu options include:

e Option 1: Get Help

e Option 2: Update to new OV build or release

e Option 3: Select the Repository which stores OV build/release
e Option 4: Configure Custom Repository

e Option 5: Check available updates

o Option 6: Restore old OV release (OV 3.5.7 or OV 4.1.2 R03)
e Option 0: Exit menu

Upgrade UA

Help
4.2.1.R81 (Current Release)
Enable Repository (Selected - ALE Central Repo)
Conf igure Custom Repositories
Conf igure Update Check Interval (Selected - Disabled)
Restore OUZ2588 NMS Data
Exit
el ielsieielslesieielieielielesieielusiaialielaielialaialaaial

1. Enter 2 to check current version:

urrent version of Virtwual Appliance

Product Mame: Alcatel-Lucent Enterprise OmmiVista 2588 NMS 4.2.1.R81 En
Build Number: 35

Patch Number: @

hecking available packages for 4.2.1.R81 operation is in progress...

2. Enter 5 to check available updates, then enter 2 to check immediately.
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Conf igure Update Check Interval

Help

Check How

Check Daily

Check Weekly
Check Monthly
Disable (Selected)
Exit

(=) Type your option: 2
hecking available packages for 4.2.1.R81 operation is in progress...

o package available for 4.2.1.R81
Press [Enterl to continue

3. Enter 6 to Restore OV 2500 Data.

The sections below detail the backup/restore steps for virtual appliance installations. Open a
Console on the VM to access the Virtual Appliance Menu. Enter 4 and press Enter to choose
the Update/Restore VA option.

hoose the backup to restore:

[1] ov357bglorewinB_10.95.136.59_2ZH16-B6-17--15-28 .0sb

[A]1 Exit

(#) Type your option: 1

ould you like to restore by the backup file

[1] ov357bglorewinB_168.95.136.59_2816-8B6-17--15-28.0sb

[yinl (yl: y
Restore operation can result in data loss or corruption. We advise taking a UM snapshot prior to this.
fire you ready to proceed [yinl (n): y
Restore operation is in progress...

Note: To display backup file, you have to access the Virtual Appliance for sending backup
files via SFTP:

e SFTP User: cliadmin
e SFTP Password: <password when deploying VA>
e SFTP Port: 22

Change Password

You can change the Virtual Appliance cliadmin password and/or mongo database password.

Change Password

[11 Help
[2]1 Change “cliadmin"” Password

[3]1 Change Mongodb Database Password
[4]1 Conf igure Root Password
[B] Exit

To change the VA cliadmin password, enter 2, then press Enter. At the prompts, enter the
current password, then enter the new password.

To change the mongo database password, enter 3, then press Enter. You have two options
when changing the mongo database password.

43 Part No. 060444-10, Rev. B



OmniVista 2500 NMS Enterprise 4.2.1.R01 Installation Guide

(*) Type your option: 3
ould you like to change password for
[1]1 Mongo administrator

[Z2]1 Ngnms application user
Provide your option [1 OR 21: _

Enter 1 to change the mongo administrator password. Enter 2 to change the application user
password. At the prompts, enter the current password, then enter the new password.

Logging
You can view OV 2500 NMS-E 4.2.1.R01 Logs using the “Logging” option. Enter 6, then press
Enter.

e 350336 3 M B 3E 36 MBS R R P 3 3 R BB 3 3 MM 336 3 B M3 36 MBS 3 R M BE 3 3R B S HEHE R M B3 3 B 3E 3 336 36 M S BE 3 MBS 3 SRR B 3 3 IR HEIE 3 34)
Conf igure Logging

[1]1 Help

[2] Change Log Level

[3]1 Collect Log Files

[4] Collect JUM Information
[B] Exit

Power Off

Before powering off the VM, you must stop all OV 2500 NMS-E 4.2.1.R01services using the
Stop All Services option in the Run Watchdog Command. After all the services are stopped,
enter 7 at the command line to power off the VM. Confirm power off by entering y. The power off
may take several minutes to complete.

Note: OV 2500 NMS-E 4.2.1.R01 functions stop running following power off. The VM must
be powered back on via the VMware client software and you must log back into the VM via
the console.

Reboot

Before rebooting the VM, you must stop all OV 2500 NMS-E 4.2.1.R01 services using the Stop
All Services option in the Run Watchdog Command. After all services are stopped, enter 8 at
the command line to reboot the VM. Confirm reboot by entering y. The reboot may take several
minutes to complete. When rebooted, you will be prompted to log in through the cliadmin user
and password prompts. Note that OV 2500 NMS-E 4.2.1.R01 functions continue following
reboot.

Advanced Mode

Advanced Mode enables you to use read-only UNIX commands for troubleshooting. Enter 9,
then press Enter to bring up the CLI prompt. Enter exit and press Enter to return to the Virtual
Appliance Menu. The following commands are supported:

e /usr/bin/touch

e /usr/bin/mktemp

e /usr/bin/dig

e /usr/bin/cat

e /usr/bin/nslookup
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/usr/bin/which
/usr/bin/less
{usr/bin/tail
/usr/bin/vi
/usr/bin/tracepath
lusr/bin/tty
/usr/bin/systemctl
/usr/bin/grep
/usr/bin/egrep
/usr/bin/fgrep
/usr/bin/dirname
/usr/bin/readlink
lusr/bin/locale
/usr/bin/ping
/usr/bin/traceroute
{usr/bin/netstat
{usr/bin/id
{usr/bin/ls
{usr/bin/mkdir
lusr/sbin/ifconfig
{usr/sbin/route
{usr/sbin/blkid
/usr/sbin/sshd-keygen
/usr/sbin/consoletype
/usr/sbin/ntpdate
{usr/sbin/ntpq
{/usr/bin/ntpstat
{usr/bin/abrt-cli
{usr/sbin/init
/usr/sbin/tcpdump
/bin/mountpoint

Log Out

To log out of the VM and return to the cliadmin login prompt, enter 0 at the command line.
Confirm logout by entering y. Note that OV 2500 NMS-E 4.2.1.R01 functions continue following

logout.
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Appendix A — Generating an Evaluation License

An Evaluation License provides full OV 2500 NMS-E 4.2.1.R01feature functionality, but is valid
only for 60 Days (starting from the date the license is generated). There are two (2) Evaluation
Licenses available. Both licenses can be generated at once or in sequence, depending on the
configuration.

e NM (Node Management) — Device Management for Alcatel-Lucent Enterprise and
supported Third-Party Devices. Licenses are available for 10 or 20 Nodes.

e VMM (Virtual Machine Manager) — (Optional) Features related to Virtual Machine
Manager. Licenses are only available in a single quantity — 200 virtual machines.

Note: A Node Management License is required to use the optional VMM License. Also,
licenses cannot be cumulated at initial request or later on. This is different than a regular
Production licenses.

Follow the steps below to generate an Evaluation License Key.

1. Go to https://service.esd.alcatel-lucent.com/portal/page/portal/EService/LicenseGeneration.

Alcatel-Lucent @

Enterprise

Alcatel-Lucent Sites
Worldwide Home About Alcatel-Lucent News Products & Solutions Search
Service and Support # License Generation Cente
Enterprises
Service and Support

Customer Support License Generation Center Product Selection
Education Services

Professional Services ® OmniVista 2500 NMS/VMM Releases 4.1.x & 4.2.1

Resource Library i
. ® OmniVista 2500 NMS/VMM releases 4.1.x & 4.2.1 - Query Tool
Maintenance Programs

ProActive Lifecycle
Management ® Omniswitch 6850L/6800L

Contact Us
® OmniSwitch S000L

Online Forms -
® OmniAccess 8550 Web Services Gateway
® Omnifccess WLAN
® OmniAccess USG Router

® MPLS License

® OmniVista 2500 NMS (Starter Pack & Extensions) Release 3.5

2. Click on OmniVista 2500 NMS/VMM Releases 4.1.x & 4.2.1.
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Alcatel-Lucent

Enterprise

Alcatel-Lucent Sites
Worldwide
Enterprises
Service and Support
Customer Support
Educational Services

Professional Services

Resource Library
Maintenance Programs
Support FAQs
Warranty Information
Contact Us

Online Forms -

Home

About Alcatel-Lucent

News

0OV2500 NMS/VMM R4.1.x & 4.2.1

Type in and create one License Key

Copyright €2015. All rights reserved.

Products & Solutions

Customer Id Order Number

Next

3. Enter the Customer ID and Order Number, then click Next.

Customer ID — 99999
Order Number — evaluation

Alcatel-Lucent

Enterprise

Alcatel-Lucent Sites
Worldwide
Enterprises
Service and Support
Customer Support
Educational Services

Professional Services

Resource Library
Maintenance Programs
Support FAQs
Warranty Information
Contact Us

Online Forms -

Home

About Alcatel-Lucent

0OV2500 NMS/VMM R4.1.x & 4.2.1

Select a Part

News

Products & Solutions

EVAL-VMM-200-N_1
EVAL-NM-EX-10-N_1

Enter Passcode

Click here to go back to Main Screen that would clear vour data otherwise use

Submit Entry

back button on the browser
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4. Select the License Type and the number of devices to be managed from the drop-down menu
(e.g., Evaluation NM License for 50 devices — EVAL-NM-EX-50-N_1), enter the Passcode
(alcatel), and click Submit Entry.

Alcatel-Lucent @

Enterprise

Alcatel-Lucent Sites
Worldwide Home About Alcatel-Lucent
Enterprises
Service and Support
Customer Support
Educational Services

Professional Services

Resource Library
Maintenance Programs
Support FAQs
Warranty Information
Contact Us

Online Forms -

News Products & Solutions Search

OV/411 License Registration

e Evaluation
Name
Company
Name
*Reguired
(alpha
numeric
only)

Alcatel-Lucent Enterprise

Fhone 8188784612

Email

Y john.brewster@la-enterprise.com

Re enter
the Email  john.brewster@la-enterprise.com|

*Required
Submit Reset

Click here to go back to Main Screen that would clear
your data otherwise use back button on the browser

5. Complete all of the required fields on the License Registration Form and click Submit. A
download prompt (shown below) will appear.

Servic
Custh
Educ;

Profe|

Resou
Mainte
Suppaol
Warra
Conta

Online

Alcatel-Lucent @

Enterprise

Alcatel-Lucent Sites
worldwide Home About Alcatel-Lucent

Enterprises

News Products & Solutions Search

OV/411 License Registration

Opening -EVAL-NM-EX-50-N-13276-50.txt

Py

You have chosen to open:

. -EVAL-NM-EX-50-N-13276-50.txt

which is: Text Document

from: https://service.esd.alcatel-lucent.com

What should Firefox do with this file?

Evaluation

Alcatel-Lucent Enterprise

@ Openwith | Notepad (default)

b 8188784612

Save File

Do this automatically for files like this from now on.

Cancel Submit Reset

john.brewster@al-enterprise.com

john.brewster@al-enterprise.com

y
Click here to go back to Main Screen that would clear
your data otherwise use back button on the browser

6. Click OK at the confirmation prompt to download the license key into Notepad. Notepad will
open with the License Key displayed.
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[ EVALNM-EX-50-N32T et Y e B

- s = i LY

Eile Edit Format View Help
EVAL-NM-EX-530-N TEagiWid-oGlnihsd-4ex3219z-BEXs7y#C-DC! GwB1lr-3c83GHPh-BPhygalT-1sLggwu# .

A confirmation e-mail will automatically be sent to the address entered on the Registration form
that will include the License Key.
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